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Abstract 

 The  contains options for managing the documents such as Bonafide certificate, gate pass, on-duty form and leave 

form for students with signatures of higher authorities (Head of the Department and Principal). From the student 

login, the requests are being filled by the students and send to top officials for authorization   .From the 

Administrator login, the corresponding request forms are being examined and approved. The approved requests and 

corresponding forms are sending back to the students E-mail and it doesn’t need any physical authorization because 

it is digitally signed and generated by the computer. The forms for various requests (Bonafide, Gate Pass, On Duty 

and Leave) and signature details of the HOD and Principal are converted from images to binary data and kept in 

databases so that the request forms are processed through the application itself. After that the student’s requests are 

analyzed and examined by the administrator (HOD, Principal) then authorization that is signature is merged with the 

request form. Thus the application results in secure students requests processing with corresponding privileges for 

both top official and students. Various reports are generated dynamically by the administrative users for their further 

reference. Through this application, the concerns can process the information with better security. 
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I. Introduction 

Digital signatures can be used for various types 

of documents where traditional pen and ink 

signatures 

were used in the past. However, the mere 

existence of a digital signature is not adequate 

assurance that a document is what it appears to be 

digital. More over government and enterprise 

settings often need to impose additional 

constraints on their signature work flows such as 

restricting user choices and document behavior 

during and after signing. From the student login, 

the requests are being filled by the students and 

send to top officials for authorization .From the 

Administrator login, the corresponding request 

forms are being examined and approved. The 

approved requests and corresponding forms are 

sending back to the students E-mail and it doesn’t 

need any physical authorization because it is 

digitally signed and generated by the computer. 

The forms for various requests (Bonafide, Gate 

Pass, On Duty and Leave) and signature details of 

the HOD and Principal are converted from images 

to binary data and kept in databases so that the 

request forms are processed through the 

application itself. When signing an important 

paper document a person usually signs it in front 

of other trusted authority after providing them 

satisfactory evidence of their identity. Because 

you can trust the signature the notary witnesses. 

Using a PKI is a method of providing a similar 

kind of trust.   

 

II. Litrature Survey 

Lightweight Privacy Preserving Routing and 

Incentive Protocol: In this paper, proposed a 

privacy-preserving routing and incentive protocol, 

called PRIPO, for cross ad hoc wireless network. 

This uses micropayment to excite node 

cooperation without submitting expense receipts. 

After that the student’s requests are analyzed and 

examined by the administrator (HOD, Principal) 

then authorization that is signature is merged with 

a request form. Thus the application results in 

secure students desires processing with consequent 

privileges for both top administrator and students. 

Various reports are generated dynamically by the 

administrative users for their extra suggestion. 

Through this application, the concern can process 

the information with better security. 

Node Cooperation in Hybrid Ad hoc Networks: 
A hybrid ad hoc network is a configuration-based 

network that is extended using multi-hop 

communications. Indeed, in this kind of network, 

the existence of a contact link between the mobile 

station and the support location is not required: A 

mobile station that has no straight relation with a 

base station can use other mobile stations as relay. 

Compared with conventional (single-hop) 

structure-based networks, this new generation can 

lead to a better use of the available spectrum and 

to a reduction of transportation costs. However, 

these benefits would fade away if the mobile 

nodes did not properly cooperate and forward 

packets for other nodes.  In this paper, we propose 

a charging and gratifying scheme to encourage the 

most fundamental operation, namely packet 

forwarding. We use “MAC layering” to reduce the 

space overhead in the packets and a stream cipher 

encryption mechanism to provide “couched 

authentication” of the nodes involved in the 

communication. We analyze the stoutness of our 

protocols against rational and malicious attacks. 

We show that - sing our solution association is 

rational for selfish nodes. We also show that our 

protocols thwart rational attacks and detect 

malicious attacks. 

Secure Incentive Protocol with Limited Use of 

Public-Key Cryptography: In multi-hop wireless 

networks, egotistic nodes do not communicate 

other packet and make use of the cooperative 

nodes to relay their packets, which has negative 

impact on the network sprite and feat. Incentive 

protocols use credits to stimulate the selfish nodes 

support, but the existing protocols usually rely on 

the heavy-weight public-key operation to safe the 

payment. In this paper, we propose secure co 

operation incentive protocol that uses the public-

key operations only for the first packet in a series 

and uses the light-weight hashing operation in the 

upcoming packets, so that the overhead of the 

packet chain converge to that of the hash 

operation. Hash handcuffs and key mess values are 

used to attain payment non repudiation and spoil 

free riding attacks. Security analysis and 
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performance evaluation demonstrate that the 

anticipated protocol is secure and the overhead is 

unrivaled to the public key based incentive 

protocols because the efficient hash operations 

control the nodes operations. Moreover the 

average packet overhead is less than that of the 

public-key based protocols with very high 

probability due to truncating the keyed hash values 

Preserving Source - Location Privacy In 

Wireless Sensor Network Using Star Routing: In 

wireless sensor networks (WSNs), provide source-

location privacy in the course of secure routing is 

one of the most prosperous techniques. In this 

paper, we propose a routing technique to provide 

sufficient source-location privacy with low energy 

consumption. We introduce this technique as the 

Sink Toroidal Region (Star) routing. With this 

technique, the source node randomly selects an in-

between node within a designed Star area located 

around the SINK node. The Star area is large 

enough to make it unpractical for an adversary to 

monitor the entire region. Advance more this 

routing protocol ensures that the intermediate node 

is neither close nor far from the SINK node in 

relations to the entire network. While ensuring 

source location privacy, our copying results show 

that the proposed scheme is very efficient and can 

be used for realistic applications. Wireless sensor 

networks can provide the world with a technology 

for actual-time event monitor for both military and 

resident applications. One of the primary concerns 

that hinder the successful deployment of wireless 

sensor networks is source-location privacy. The 

privacy of the source location is vital and highly 

jeopardize by the usage of wireless 

communications. When traffic is transmitted 

wirelessly in the open air, any compatible 

receivers within the transmission range of the 

sender are able to intercept the traffic. An 

adversary may be well-equipped with powerful 

transceivers to analyze the traffic patterns. They 

may be able to intercept traffic from one or 

multiple locations in network environment. 

Without an adequate protection of the routing 

paths, an adversary may be able to determine the 

source location by using RF localization method to 

trace back to the source in a hop by hop approach. 

Therefore, even if a powerful encryption algorithm 

is used to protect the source uniqueness, the 

adversary may still be able to determine the 

location of the source by monitoring the traffic 

patterns and routing paths. Privacy in a network 

consists of not only the privacy of the message 

contented but also the privacy of the source and 

destination locations. The focus of this paper is on 

source location privacy. The privacy of the 

message content can be protected by encryption 

but the source location can be exposed in routing 

pattern .To be more concise, there may be 

different types of information besides the message 

comfortable that are linked with a message 

transmission. In this paper, we propose a two-

phase routing scheme that addresses the source-

location privacy issue by using a unique routing 

process. In the routing process, the source node 

randomly determines an intermediate node from a 

pre-determined region around the SINK node. We 

call this region the Sink Toroidal Region (Star). 

From the random in-between node, the message 

will then be routed to the node through the shortest 

path routing. The Star routing method is 

performed for every message the source node 

sends to the node in the network. We analyze the 

performance of the proposed Star routing method 

and existing methods with network simulations. 

Our model results show that the Star routing 

scheme can provide performance comparable to or 

better than the existing schemes while enhancing 

source-location privacy. 

III. Existing System 

In the existing system, managing and 

authorizing the students request forms is processed 

manually. It causes loss of records may happen. 

And also the clarification and verification of those 

requested records takes lot of time and requires 

more manpower efforts. And also the students may 

misuse the requests and forms. Through this 

manual approach, cannot track all the students 

request details both approved and rejected in one 

place. The existing system has following 

disadvantages, 

1) The manual approach reduces the security 

aspects 

2) More time consuming for verifying and 

authorizing students requests 

3) Efficiency is less in authorizing the 

documents. 
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4) Need more manpower effort. 

5) Less security and chances for misuse the 

authorized forms.  

IV. Proposed System 

The proposed system is managing documents 

through software in online environment. The 

higher officials can approve all the documents 

easily. The requests are being authorized digitally 

and it does not require any physical authentication. 

This method simplifies the security mechanism 

since every data is stored into the server database 

in a secured manner. This method is very helpful 

in various places where documents content are 

more confidential. The proposed system has 

following advantages, 

1) The proposed approach increases the 

security. 

2) Less time consuming in examine and 

analyze the student’s requests. 

3) Efficiency is more and easier in authorizing 

the documents. 

4) Referencing the documents in future is 

simple and collectively since they are 

stored in database which can be accessed 

everywhere. 

5) Digitally approved requests no further 

manual approves needed. 

V. Feasibility Study 

This study that deals with all the analysis that 

takes up in developing the digital signature. Each 

structure has to be thought of in the developing of 

the project, as it has to serve the end user in a user 

friendly technique. Everyone must  know the type 

of information to be gathered and the system 

analysis consist of collecting, Organizing and 

evaluating facts about a system and its 

environment. Three considerations involved in 

feasibility analysis are  

1) Economical Feasibility 

2) Operational Feasibility 

3) Technical Feasibility 

VI. Experimental Analysis 

A. Add Department  

In this form the admin enter the department 

details such as department code, department name 

and name of HOD. Those details are stored in the 

department table that was created using SQL 

server 

B. Add Staff 

In this form admin entre the staff details such 

as staff id, staff name, address, department, 

contact number, email id and password. These 

details are used by the staff to login to the web site 

for requesting services. 

C. Add Student 

In this form admin entre the student details 

such as student id, student name, address, 

department, contact number, email id and 

password. These details are used by the student to 

login to the web site for requesting services. 

D. Approve Request 

In this from staff gives reply to the student if 

he/she needs any information. After getting 

satisfied information from the student, the staff 

will proceed the request to appropriated person by 

approving the request. 

E. Apply No Due 

In this form student applies for the no due 

certificate by filling appropriate details which 

include student id, student name, address, 

department, year and reason for applying no due. 

This will be preceded to the appropriate staff for 

verification. 

 

F. Apply Bonafide 

In this form student applies for the bonafide 

certificate by filling appropriate details which 

include student id, student name, father’s name, 

department, year and reason for applying bonafide. 

This will be preceded to the appropriate staff for 

verification.    

G. View Status 

In this form student view the status of the 

request that he/she had given to the staff by filling. 

After all the process had finished, the student will 

get a link for downloading the certificate from the 

website.  

VII. Diagrammatic Analysis 
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VIII. Conclusion and Future Enhancement 

Through this project, the activities of the 

College administration management process are 

carried out automatically without any physical 

records. This interface helps not only to 

administrator but also to students and staff for 

communication. This project includes the feature 

of applying Bonafide and No Due through online. 

After approved by appropriate authority the 

certificates will be generated automatically with 

HOD Signature. The feature of sending intimation 

to the student and staff via mail and SMS are 

added advantage.  

Since the application is designed as web, any 

browser can be used to view the application. The 

change password helps to protect the accessibility 

of unauthorized persons. The application is tested 

well and end users satisfaction is found to be 

more. The application is designed such that 

minimum internet knowledge is required for end 

users to browse the web site. 
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